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*********** START OF CHANGES

5.8b
Requirements on UDR
The UDR shall only allow authorized access to or modification of subscription authentication data if stored in this repository. 

For sensitive data, requested from the UDR, encryption shall be required when transfered to the requesting network function.

Authentication subscription data may be stored in the UDR.
Authentication subscription data that represents sensitive data (e.g. the permanent key K) shall always be encrypted when stored in the UDR.

Access to authentication subscription data in the UDR shall be limited to the UDM.

*********** END OF CHANGES


